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The Certified Junior Hacker is an introductory, knowledge-based 

certification designed to accredit students for understanding the practical 

foundations of cybersecurity. It is designed to show a baseline has been met 

for respecting security controls and recognizing online threats. A Certified 

Junior Hacker is a person who understands the fundamentals of 

cybersecurity and the Internet and is able to use that knowledge as a basis 

to learn more complicated security methods. 

Purpose 

To be able to recognize the most prevalent threats and understand where 

they come from, how they affect the victims, and how to prevent them. To 

gain the insight needed to choose and follow the right career path. 

Requirements 

Linux Skill: Low 

Windows Skill: Low 

Networking Knowledge: Low 

Security Experience: Low 

Business Experience: Low 

Training 

Average Training Time Required: 120 hours 

The exam requires mastering the application of the following cybersecurity skills: 

• Understanding the basics of computer networking.

• Understanding most prevalent cybersecurity threats.

• Ability to understand protection methods against the most prevalent threats.

• Understanding the concepts behind the OSSTMM.

Exam 

Exam time: 1 hour 

Questions: 60 multiple choice, single answer. 

Passing: 65% or better for certification. 




